
Optimize your resources to focus on what matters most  
to your business.

Switch and Innovate

Overview
Don’t let your Access Management solution keep you 
from investing your time and resources in strategic 
initiatives. Switch from Okta to OneLogin Workforce 
Identity solutions and experience how you can easily 
manage and protect access for your internal users. 

If you are currently using Okta to manage up to 5,000 
internal users, we would like to extend an offer to 
deploy OneLogin Workforce Identity solutions within 
your organization. This offer is limited and won’t last 
forever - act quickly so your organization can take 
advantage of it.

Offer Details*
• 25% improvement on the annual costs of 

your current Okta Workforce products with 

equivalent OneLogin Workforce Identity 

solutions. (Partner margin available.)

• Complimentary Professional Services (as 

outlined below) to enable a faster OneLogin 

deployment, facilitate knowledge transfer and 

speed up time to value. Professional services 

required beyond those outlined below will be 

offered at a 20% discount from list price.

Planning Services Engagement length Up to 4 weeks

Directory deployment plan One directory

Deployment Services User management  
& provisioning

Up to 1 application

MFA configuration Yes – 1 application

Policy setting Yes – 1 application

Integrated Windows Authentication (IWA) Yes

Sandbox/Test configuration Yes

Application configuration and rollout Up to 8 Apps (SAML, OIDC)

Custom connector No

PROFESSIONAL SERVICES DEPLOYMENT PACK



*Additional Offer Information:
• Only out of the box directories are available 

for configuration – Active Directory, Azure 
Active Directory, G Suite, LDAP, Workday, 
UltiPro, Namely and BambooHR.

• Office365 provisioning requires Active 
Directory and/or DirSync to be in place.

• Selected applications must exist currently 
in the OneLogin application catalog.

• Custom connectors are form-based connectors 
only and are subject to target system capabilities.

• IWA only, not IIS-based Desktop SSO.

• Not included in Professional 
Services Deployment Pack:

• Trusted IdP and Proxy Agent setup

• Self-registration workflow configuration

• Creation of custom connectors and reports

• API and embedded deployments

• External use cases are not included in this offer.

• Two-year minimum OneLogin contract required.

• Offer valid to organizations based in 
the USA, Canada and EMEA.

Contact us at sales@onelogin.com  
to learn more about how we can help  
you switch to OneLogin so you can  
start taking advantage of the benefits  
we can offer you today.

About One Identity
One Identity delivers unified identity security 
solutions that help customers strengthen their 
overall cybersecurity posture and protect the 
people, applications and data essential to business. 
Our Unified Identity Security Platform brings 
together best-in-class Identity Governance and 
Administration (IGA), Access Management (AM), 
Privileged Access Management (PAM) and Active 
Directory Management (AD Mgmt) capabilities to 
enable organizations to shift from a fragmented to 
a holistic approach to identity security. One Identity 
is trusted and proven on a global scale – managing 
more than 250 million identities for more than 5,000 
organizations worldwide. For more information, visit 
www.oneidentity.com. 
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